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 Vehicular Ad-Hoc Networks (VANET) represent a crucial innovation in 

transportation technology, enabling vehicle-to-vehicle (V2V) and vehicle-

to-infrastructure (V2I) communication. However, VANET faces challenges 

such as signal fluctuations, data security issues, and high mobility, which 

affect network reliability. This study aims to optimize connectivity and 

network management in VANET using the Strongest-Signal-First (SSF) 

method supported by Software-Defined Networking (SDN). The research 

was conducted through simulations using Mininet-WiFi. The system was 

designed with two vehicles and four access points to evaluate the 

performance of the SSF method, focusing on quality of service (QoS) 

parameters such as data transfer, jitter, packet loss, and bandwidth. Data 

were collected over a 30-second simulation under varying bandwidth 

conditions. The results demonstrate that the SSF method effectively 

maintains communication reliability, achieving a maximum packet loss of 

only 0.05% and an average data transfer rate of 285 – 324 kB. However, the 

effects of fading and network dynamics caused fluctuations in minimum 

transfer rates (102 – 114 kB) and jitter (0.1 – 1.0 ms), particularly at lower 

bandwidths. The SSF method has proven to enhance communication 

stability in VANET. Nevertheless, challenges such as fading and high 

mobility require additional mechanisms to further improve network 

performance in dynamic environments. 
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1. INTRODUCTION 

In the rapidly advancing digital era, vehicle technology has seen significant development, particularly 

in Vehicle-to-Vehicle (V2V) communication. This system is an integral part of Vehicular Ad-hoc Networks 

(VANETs), enabling real-time information exchange between vehicles to enhance road safety and traffic 

efficiency. Previous research has shown that VANETs can reduce traffic congestion by up to 30% through 

optimized traffic flow based on inter-vehicle communication [1]. Additionally, other studies suggest that this 

technology holds great potential for reducing carbon emissions by enabling more efficient route management 

[2]. However, adopting this technology comes with various challenges, both global and internal. Despite its many 

advantages, VANETs face significant global challenges, including high traffic accident rates, congestion, and 

air pollution, which are becoming increasingly urgent issues. According to WHO data, approximately 1.3 million 

people lose their lives each year due to road accidents, and VANET technology can play a crucial role in reducing 

these numbers. By facilitating inter-vehicle communication, VANET can provide early warnings about potential 

hazards, allowing drivers to take quicker and more appropriate actions. Furthermore, VANETs can optimize 

traffic flow, reducing congestion and greenhouse gas emissions [3]. By minimizing vehicle idle time or complete 

stops, the system enhances fuel efficiency, directly contributing to lower air pollution levels. This is particularly 

relevant for urban areas struggling with poor air quality due to heavy traffic [4]. However, internal challenges 

must also be addressed. Data security is a major concern, as the information exchanged between vehicles must 

be protected against potential misuse. Without robust security protocols, private data and sensitive information 

could be exposed [5]. Additionally, not all vehicles are equipped with the necessary technology to participate in 

a VANET. In this context, the Strongest-Signal-First (SSF) method could serve as a solution in VANETs, as it 

prioritizes communication links with the strongest signal for data transmission. This approach is often regarded 

as an effective strategy for enhancing reliability and efficiency in dynamic and dense vehicular environments 
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[6]. In VANET communication, SSF provides the necessary framework for V2V and Vehicle-to-Infrastructure 

(V2I) interactions. It supports various applications, ranging from critical safety systems to infotainment services, 

by ensuring low-latency data transmission and high reliability [7]. Software-Defined Networking (SDN) has also 

emerged as a promising solution for providing a scalable and flexible architecture for VANETs. SDN enables 

centralized control by separating control and data planes, allowing efficient network resource management [8].  

Furthermore, SDN can help alleviate network congestion by dynamically adjusting network traffic 

based on real-time demands [9]. The rapid changes in network topology and high vehicle speeds pose additional 

challenges. Relying solely on signal strength for connectivity may lead to unstable connections in high-mobility 

environments. To address this, position-based routing schemes have been proposed, which consider geographic 

vehicle locations to make routing decisions. This approach helps mitigate signal fluctuation issues by predicting 

future vehicle positions and selecting more stable next-hop nodes [10]. VANET is a key component of Intelligent 

Transportation Systems (ITS), enabling vehicles to exchange information wirelessly. This communication 

enhances both road safety and traffic efficiency by allowing vehicles to share data on speed, location, and road 

conditions. The integration of advanced technologies such as 5G networks and Massive MIMO is essential for 

enhancing V2V communication capabilities, facilitating real-time interactions, and supporting the development 

of autonomous driving systems [11]. The high speed and low latency offered by these technologies allow vehicles 

to respond faster to potential road hazards, including emergency braking and sudden lane changes [12]. In such 

situations, vehicles can communicate with each other and with Roadside Units (RSUs) to facilitate data 

offloading. Specifically, this highlights how a source vehicle, which is out of RSU range, can relay data through 

peer vehicles connected to an RSU. 

SSF in VANETs offers several advantages that enhance network performance. This protocol prioritizes 

routing based on signal strength, which is crucial in dynamic and rapidly changing VANET environments. By 

focusing on the strongest signal, SSF can improve reliability and data transmission efficiency, ensuring stable 

connectivity and real-time communication between vehicles. Through complex traffic pattern analysis, this 

technology can also reduce collision risks by identifying potentially intersecting vehicle paths [12]. The 

following sections will detail the specific benefits and network performance improvements associated with SSF 

routing protocols [13]. By selecting routes with the strongest signal, SSF ensures more stable connections, 

reducing the likelihood of packet loss and enhancing overall data reliability [14]. Furthermore, previous research 

has suggested that the Least-Loaded-First (LLF) method may serve as a more efficient alternative in SDN-based 

Wi-Fi networks, as it considers network load distribution to minimize jitter and packet loss during handovers. 

While LLF has demonstrated better performance than SSF in static Wi-Fi network scenarios, its application in 

vehicular environments still requires further investigation. Therefore, a hybrid approach combining SSF and LLF 

in vehicular networks could provide an effective solution for enhancing network efficiency in high-mobility 

conditions [15]. 

2. RESEARCH METHODS 

This study employs an experimental approach using simulation methods to evaluate the performance of 

VANET based on the SSF method. SSF was chosen for its ability to select the communication path with the 

strongest signal, thereby enhancing the reliability and efficiency of the VANET network. The simulation was 

conducted using Mininet-WiFi in a controlled virtual environment to observe various performance parameters.  

Figure 1 illustrates the research workflow, which consists of three main stages: simulation design, 

simulation execution, and data analysis. In the first stage, the network topology was designed by determining the 

number of vehicle nodes and Road-Side Units (RSU) as access points (APs). Each vehicle node was configured 

with a unique IP address to ensure stable communication. Once the topology was established, experimental 

parameters were set, including environmental scenarios with static and dynamic conditions, as well as bandwidth 

variations ranging from 1 Mbps to 1000 Mbps. After the design phase was completed, the implementation phase 

involved preparing the required hardware and software. The system was installed using Ubuntu 20.04 with 

Mininet and Mininet-WiFi as the primary emulators. Next, a simulation script was developed based on the SSF 

method, encompassing VANET network configuration, addition of vehicle nodes, IP address allocation, and 

RSU configuration to ensure optimal vehicle-to-vehicle communication. The simulation was then executed via 

the Mininet-WiFi Command Line Interface (CLI) to test network connectivity under various conditions. The 

final phase involved analyzing the simulation results. Once the simulation was completed, data were collected 

and analyzed based on Quality of Service (QoS) parameters, including data transfer rate, jitter, packet loss, and 

bandwidth. To ensure accuracy, measurements were conducted using Iperf, which allows for more detailed 

network performance analysis. As a validation measure, this study adopts a QoS-based evaluation approach, 

comparing the obtained results with network performance benchmarks from previous studies. For instance, 

research by Larasati et al. demonstrated that SSF outperforms other methods such as Least-Loaded-First (LLF) 

in selecting stable communication paths. However, their study had limitations in measuring jitter in high-mobility 

environments. Therefore, this study strengthens the findings by conducting simulations under various scenarios 

and considering fading effects in dynamic conditions to obtain more accurate results. 
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Figure 1. Overview of the entire Research Flow 

Additionally, the SSF method was compared with the Mininet-WiFi baseline, which employs a standard 

connection selection algorithm. This comparison highlights SSF’s performance improvements, particularly in 

achieving lower packet loss and more stable jitter than the default method. The simulation results were also 

compared with wireless network quality standards used in previous studies. Through this validation, even though 

a direct comparison with LLF was not conducted in this simulation, an evaluation based on performance 

benchmarks and Iperf measurements provides confidence that SSF enhances network stability in VANET and 

can be considered an optimal solution for connectivity optimization. With this approach, this study aims to assess 

the effectiveness of the SSF method in improving communication stability in VANET, particularly in addressing 

challenges related to fading and high-mobility environments. 

2.1 Research Implementation 

The Vehicular Ad-Hoc Network (VANET) is implemented using a combination of Software-Defined 

Networking (SDN) technology and the SSF method. The network configuration is set up by integrating SDN 

technology with the SSF method to enhance network performance. Mininet-WiFi is utilized to simulate SDN-

based communication within a network topology consisting of two vehicle nodes and four Road-Side Units 

(RSUs) serving as access points (APs). The simulation is conducted in a virtual machine environment using a 

computer with the following hardware specifications: Intel i7 11700F processor, 32 GB RAM, NVIDIA RTX 

4060 GPU, and a 512 GB NVMe SSD. The operating system used is Ubuntu 20.04, with Mininet-WiFi installed 

as the primary emulator.  
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In this network topology, each vehicle node is assigned a unique IP address, while the RSUs are 

strategically placed to support signal-based communication and manage vehicle connectivity. The simulation 

runs with bandwidth variations ranging from 1 Mbps to 1000 Mbps, where the SSF method ensures that 

communication occurs through the strongest available signal path. Throughout the simulation process, data from 

the implementation is collected and analyzed based on key network performance parameters to evaluate the 

effectiveness of the approach. 

 

 Figure 1. Experimental simulation results 

Figure 2 visualizes the Mininet-WiFi network simulation results, depicting a network topology 

consisting of Road-Side Units (RSUs) and vehicles. Four RSUs, identified as RSU11, RSU12, RSU13, and 

RSU14, represent the network infrastructure, which can be strategically positioned at key locations such as road 

intersections or high-traffic areas. The circles around each RSU indicate their signal range or effective coverage 

area. Two vehicles, car1 and car2 (where "car" stands for "automobile"), are modeled as moving entities within 

the network. Connectivity between RSUs and vehicles is visualized using colored lines, with green lines 

representing inter-RSU connections and blue lines indicating connections between RSUs and vehicles. 

Additionally, Av.1 to Av.7 denote relative location markers or avenues, indicating the positions of network 

components. 

The X and Y axes on the graph represent relative coordinates or distances between network components, 

allowing for the interpretation of relative positioning and spacing between RSUs and vehicles. Overall, this 

visualization provides a clear graphical representation of RSU-vehicle interactions within the simulated wireless 

network scenario, serving as a foundation for network performance analysis, identification of potential 

connectivity challenges, and the development of optimization solutions to enhance network reliability. 

2.2 Quality Of Service (QoS) 

2.2.1 Data Transfer 

Data transfer is a multifaceted process that involves moving data from one location to another, which 

can occur within a single device or across multiple devices and networks. This process is crucial for various 

applications, ranging from simple clipboard operations on a desktop computer to complex data transmissions 

across global networks [15]. The efficiency and effectiveness of data transfer depend on the technology and 

methods used, which can vary significantly based on the context of the transferred data [16]. 

2.2.2 Jitter 

Jitter is the variation in the time between arriving packets, caused by network congestion, timing 

deviations, or route changes [17]. In Quality of Service (QoS), jitter refers to the fluctuation in packet delay 

during network transmission. It is an essential metric that impacts quality; therefore, maintaining consistent 

timing is crucial [18]. 

2.2.3 Bandwidth 

Bandwidth is the data transfer rate that a network link or path can support, which is critical in ensuring 

network service performance and reliability [19]. Bandwidth refers to the amount of data that can be transmitted 

over a network within a given time period, playing a vital role in traffic management, delays, and packet loss 

[20]. 

2.2.4 Packet Loss 

Packet loss refers to the failure of data packets to reach their intended destination across a network, 

which can significantly impact the performance and quality of various applications and data transfers [21]. 
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3. RESULTS AND DISCUSSION 

The QoS testing in the VANET simulation using the SSF method was conducted by collecting 

implementation data based on a vehicle trajectory scenario over 30 seconds. The collected data includes 

maximum, minimum, and average values for parameters such as data transfer, jitter, packet loss, and bandwidth, 

which are presented in Table 1. 

Table 1. Measurement results VANET SSF 

Metric Target Bandwidth 
Strongest-

Signal-First 
Result 

Transfer 

(kB) 

 

1 Mbps 

Maximum 

Minimum 

Average 

491 

103 

285 

10 Mbps 

Maximum 

Minimum 

Average 

499 

114 

324 

100 Mbps 

Maximum 

Minimum 

Average 

500 

107 

306 

1000 Mbps 

Maximum 

Minimum 

Average 

497 

102 

288 

Jiter 

(ms) 

1 Mbps 

Maximum 

Minimum 

Average 

1.0 

0.1 

0.5 

10 Mbps 

Maximum 

Minimum 

Average 

1.0 

0.1 

0.6 

100 Mbps 

Maximum 

Minimum 

Average 

1.0 

0.0 

0.5 

1000 Mbps 

Maximum 

Minimum 

Average 

1.0 

0.1 

0.5 

Packet 

Loss 

1 Mbps 

Maximum 

Minimum 

Average 

0.05 

0.00 

0.02 

10 Mbps 

Maximum 

Minimum 

Average 

0.05 

0.00 

0.02 

100 Mbps 

Maximum 

Minimum 

Average 

0.05 

0.00 

0.02 

1000 Mbps 

Maximum 

Minimum 

Average 

0.05 

0.00 

0.03 

 

Figure 1 illustrates the total amount of data successfully transferred across various bandwidth scenarios. 

The X-axis represents bandwidth variations in Mbps, while the Y-axis indicates the amount of data transferred 

in kilobytes (kB). The graph shows that an increase in bandwidth generally results in a higher volume of 

transferred data, although some fluctuations are observed due to fading effects and network interference. 
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Figure 1. The measurement result of the transfer rate for SSF.  

Figure 2 illustrates jitter variations across different test scenarios. The X-axis represents the bandwidth 

used (Mbps), while the Y-axis indicates jitter in milliseconds (ms). The results show that jitter remains relatively 

low but experiences a slight increase at higher bandwidths, primarily due to greater traffic density. 

 

Figure 2. The measurement result of Jitter for SSF. 

Figure 3 illustrates the percentage of packet loss in each bandwidth scenario. The X-axis represents 

bandwidth variations, while the Y-axis shows the packet loss percentage (%). The results indicate that the SSF 

method maintains a very low packet loss rate, with a maximum value of only 0.05%. 

 

Figure 3. The measurement result of packet loss for SSF 

The Quality of Service (QoS) measurements for the vehicular network using the SSF method were 

evaluated based on parameters such as data transfer, jitter, packet loss, and bandwidth. To determine whether the 

obtained results are optimal, a comparison was made with service quality standards used in previous studies. 

According to Keinan Shofiandieni Haryo Putri et al., V2V communication in a 5G network should have a delay 
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of less than 1 ms and a reliability of approximately 99% to ensure stable connectivity in high-mobility 

environments. However, their study was conducted in the context of 5G networks, whereas this study utilizes 

Mininet-WiFi to simulate vehicular communication. Therefore, the obtained results are compared with these 

standards as a reference. The experimental results show that the SSF method achieves a maximum packet loss 

of 0.05% and jitter between 0.1 ms and 1.0 ms, which remains within the acceptable limits for real-time 

communication in vehicles. While previous studies established a reliability standard of up to 99% in 5G 

networks, the findings of this study demonstrate that SSF maintains stable communication even in a Wi-Fi 

environment within the tested vehicular scenarios. A stable vehicular network should ideally maintain a packet 

loss below 0.1%, jitter below 1 ms, and consistent data transfer to ensure reliable inter-vehicle communication. 

The test results indicate that the SSF method achieves a maximum packet loss of 0.05% and an average of 0.02%, 

remaining within the acceptable range for real-time vehicular communication. Additionally, jitter values ranging 

between 0.1 ms and 1.0 ms confirm that SSF is capable of maintaining latency stability in V2V communication. 

For further validation, this study compares SSF with the default Mininet-WiFi baseline, which uses a standard 

connection selection mechanism. The simulation results show that SSF achieves lower packet loss and more 

stable jitter than the default method, particularly in low-bandwidth scenarios. This demonstrates that choosing 

the strongest signal through SSF enhances communication reliability compared to conventional methods. 

Furthermore, this study also compares SSF with the Least-Loaded-First (LLF) method, based on 

research by Harashta Tatimma Larasati et al., which suggests that LLF considers network load when selecting 

communication paths. Their findings indicate that LLF performs better than SSF in static Wi-Fi networks, 

achieving higher data transfer rates, lower jitter, and reduced packet loss. However, the key difference between 

their study and this research is the testing environment. The previous study was conducted in a stationary Wi-Fi 

network, while this study focuses on vehicular networks, which involve high mobility and network interference. 

The results of this study confirm that SSF can still maintain stable connectivity in vehicular networks, with 

performance metrics aligning with vehicular communication standards. While previous studies indicate that LLF 

performs better in static Wi-Fi networks, the findings suggest that SSF remains effective in vehicular networks 

by ensuring connectivity without requiring complex load-balancing mechanisms. 

Thus, the differences in testing environments indicate that an optimal method for Wi-Fi networks may 

not necessarily be optimal for vehicular networks. For further validation, future research could explore the use 

of LLF in vehicular scenarios to determine whether load balancing can improve performance in high-mobility 

environments. 

4. CONCLUSION 

After conducting a series of experiments and analyses, it can be concluded that the implementation of 

the Strongest-Signal-First (SSF) method in Vehicular Ad-Hoc Networks (VANETs) demonstrates good 

performance in maintaining wireless communication quality. This is evidenced by the low packet loss rate, with 

a maximum value of 0.05% and an average of 0.02% across various bandwidths, indicating the effectiveness of 

SSF in selecting the strongest signal. However, network performance is still influenced by small-scale fading, 

which causes fluctuations in data transfer rates and jitter. The minimum data transfer rate ranges between 102–

114 kB, while the average rate varies between 285 and 324 kB, particularly at lower bandwidths, indicating a 

decline in quality due to high mobility and network dynamics. Additionally, jitter variations between 0.1 ms and 

1.0 ms reveal the presence of unstable delays, especially under low-bandwidth conditions. Compared to the 

Mininet-WiFi default baseline, SSF demonstrates an improvement in network stability, with lower packet loss 

and more stable jitter. However, previous research indicates that the Least-Loaded-First (LLF) method performs 

better in static Wi-Fi networks, achieving higher data transfer rates and lower jitter. This suggests that the testing 

environment significantly influences the effectiveness of the applied method. Therefore, while SSF proves 

effective in minimizing packet loss and maintaining network reliability in vehicular environments, it still has 

limitations in adaptively managing network load. Thus, challenges such as fading, interference, and node 

mobility must be addressed through additional mechanisms to enhance VANET performance. Future research 

could explore the combination of SSF with other methods, such as LLF, to improve load balancing efficiency, 

as well as consider AI-based algorithms to optimize connection selection in high-mobility conditions. 
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